
UCLA
limn

Title
On Reusable Pasts and Worn-out Futures

Permalink
https://escholarship.org/uc/item/7751q4gd

Journal
limn, 1(8)

Author
Tocchetti, Sara

Publication Date
2017-04-05

Copyright Information
This work is made available under the terms of a Creative Commons Attribution-
ShareAlike License, available at https://creativecommons.org/licenses/by-sa/3.0/

eScholarship.org Powered by the California Digital Library
University of California

https://escholarship.org/uc/item/7751q4gd
https://creativecommons.org/licenses/by-sa/3.0/
https://escholarship.org
http://www.cdlib.org/


90   LIMN HACKS, LEAKS, AND BREACHES

What makes a biohacker a hacker?  
Sara Tocchetti explores the life (and 
lives) of hackers who care about 
living things.

difficult to acknowledge what it obscures.1 I conclude by inviting 
adopters of biohacking to engage with some hands-on fabula-
tions drawn from companion accounts and agential heterogene-
ities rooted in feminist, race, environmental, and labor politics.

#NEOLOGISMS, ANALOGIES, AND EMBODIMENT IN SOCIO-
TECHNOLOGICAL STORYTELLING
The composite neologism “biohacking” was first used by Michael 
Schrage in a minor article published in The Washington Post in 
1988. Under the title “Playing God in the Basement,” Schrage, 
who now describes himself as “one of the world’s most innova-
tive thought leaders on innovation,”2 made a revelatory forecast. 
Based on the opinions of influential figures such as distinguished 
professors and chief scientists of major biotech companies, 
Schrage proposed that the analogy between personal comput-
ers and biotechnology was ripe, and as such, the “rise of the 
Bio-hacker” was to be expected. According to the director of 
BioTechnica International, recombinant DNA technologies were 
becoming generally easier to use and had declined in costs, thus 
begging a parallel with the microprocessor industry; sociologist 
Everett Rogers, who studied the subculture of computer hackers, 
claimed that as hackers found in the computer a medium to ex-
press themselves in creative and artistic ways, a similar subcul-
ture could soon arise around DNA. Another expert argued that 
the analogy was oversimplified and flawed; however, the same 
expert also mentioned that some genetic modifications were be-
coming routine and could be performed by high school students, 
especially if sponsored by biotech firms. In conclusion, a diffu-
sion of biotechnology into the public domain was to be expected.

Discontinuously but incrementally, in the past two decades 
the tropes of homemade DNA, biotechnology as the next per-
sonal computer revolution, and the figure of the biohacker have 
gained momentum. Sequencing DNA and developing open source 

#HACK EVERYTHING, TO CHANGE WHAT?
In the last 10 years, one of the most significant transformations in 
the subculture of computer hacking is that it has become main-
stream. For instance, it is quite common to read in tech maga-
zines such as Make that curtain rings used to hang bananas are a 
“banana hook hack” (Torrone 2006), that taking macro pictures 
by mating lenses together is a “macro lens hack” (Cunningham 
2008), and that amateur tax evasion is a “tax hack” (Torrone 
2010). As computer hacking hits the mainstream, discussions 
arise on the use of the “original” terms (Branwyn 2015), new 
modes of distinctions emerge. The semiotic-material produc-
tions of the subculture, with their capacity to produce meaning 
and agency, are borrowed and adopted as much as reused, co-
opted, or recuperated. Some even propose that “hacking is being 
hacked” (Söderberg and Delfanti 2015). 

In this piece I take the example of biohacking to argue that 
this borrowing of semiotic-material productions actually might 
have precluded biohackers and DIYbio members from elaborat-
ing situated, nuanced articulations of their personal and collec-
tive experiences of becoming or being life scientists in the age of 
“Big Biology”. The example of biohacking tells us that by becom-
ing mainstream, the semiotic-material productions of computer 
hacking might have turned into a “reusable past,” if not worn-
out semiotic-material productions; a practice that becomes so 
normal that it is easy to appreciate what it enables while it is 

On reusable pasts 

1	 The term “reusable past” refers to the next step of what Christopher Kelty (2008), in a seminal study of FLOSS communities, has called a “usable past.” 
A usable past “is a more charitable term for what might be called modern myths among geeks: stories that the tellers know to be a combination of fact 
and fiction. They are told not in order to remember the past, but in order to make sense of the present and of the future” (Kelty 2008:65). The use of 
the term “reusable” refers to the fact that usable pasts vested in present narratives, such as the ones related to computer hacking, can themselves be 
reused, such as in the case of biohacking.

2	 Available at http://executive.mit.edu/faculty/profile/77-michael-schrage.
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worn-out futures
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software tools for bioinformatics were described as “hacking the 
mother code” (Regis 1995) or “hacking the genome” (Counsell 
2004; Newitz 2002; Professor L. 2003). Authors occupied with 
the forecasting of biotechnology’s future announced the advent 
of “amateur genetic engineering” (Katz 1990) and “the coming 
wave of bathtub biotechnology” (Schrage 1992), whereas people 
practising various forms of genetic engineering at home were 
called “genome pirates” (Eudes 2002). Last, renowned science 
fiction writers published stories intertwining biopunk and bio-
hacking narratives (McAuley 2000). What is revelatory about 
these practices of storytelling is that at the time of publication, 
there were no self-claimed biohackers on the scene. The term 
was a “prospecting neologism,” and yet in retrospect these nar-
ratives were quite accurate in describing what came next, thus 
rendering it necessary to ask what, in socio-technical storytell-
ing, is “the already determined” in what is later recognized as 
“having been predicted.”

Beginning in 2005, this distinct rhetorical repertoire was em-
bodied by the founders of synthetic biology (SB) and their clos-
est PhD and graduate students at the Massachusetts Institute of 
Technology (MIT) beginning in 2005. According to Sophia Roosth 
(2010), SB founders in Boston were reared in MIT’s hacking tra-
dition. This type of cultural circulation and borrowing was facili-
tated by the professional conversion of Tom Knight, an influen-
tial member of the first generation of computer hackers at MIT. 
Persuaded by a physicist that biology was not as complicated 
as he thought, Knight successfully requested a grant from the 
Defense Advanced Research Project Agency (DARPA) to test his 
idea of biobricks, or standardized genetic modules. At the same 
time, Drew Endy (a civil engineer) and two other colleagues, 
then at the Molecular Science Institute in Berkeley, California, 
were elaborating (also in a grant proposal proposal for DARPA) 
the socio-technical vision of an “open source biology.” They 
imagined a community that “will rely on individuals and small 
groups of people to take charge of…maintaining and improving 
the common technology, open to all, usable by all, modifiable 
by all’’ (Carlson and Brent 2000:1). As Endy moved to MIT and 
started to work with Tom Knight, his alignment with the Free 
Software/Open Source (FS/OS) movements and the representa-
tion of himself and his students as “outspokenly liberal members 
of these communities” (Roosth 2010:88) became more explicit. 
As Roosth writes:

Lab members peppered their speech with hacker lingo: a 
clever solution to a difficult problem was a “hack,” and 
to intuitively and deeply understand something was to 
“grok” it. Instead of “publishing” a paper, they talked 
about hurdling peer review as either “celebrating” their 
work or “sharing ideas” (Roosth 2010:90).

In brief, as Roosth proposes, “an MIT-specific, hackerly and 
Open Source approach to biological construction [is] one that 
trades on the equation of DNA to source code and then posits 
that such code must be editable and shareable” (Roosth 2010:94). 
Furthermore, historian Luis Campos and sociologist Adrian 
MacKenzie both argue that, in the context of the emergence of 

synthetic biology as a global discipline, biohacking and, more 
broadly, open access were important semiotic-material borrow-
ings used to establish several strategic institutional and educa-
tional initiatives (Campos 2012, 2013; MacKenzie 2009).

#BECOMING-LIFE-SCIENTIST IN THE BIG BIOLOGY ERA
Today, what Roosth calls the “hackerly sources of synthetic bi-
ology” (2010:83) have mostly faded away in what has become 
a fully institutionalized and global research field. Instead, the 
term has become part of a spinoff of synthetic biology, the Do It 
Yourself biology (DIYbio) network. Founded in 2008 and located 
largely in the western world, the DIYbio network is composed 
mainly of white, male, young, and/or disenfranchised academ-
ics from the life sciences and other natural sciences or computer 
engineering disciplines who see in the network an opportunity 
to revive their passion for science. They form community labo-
ratories, but also work at home, or between university, corpo-
rate, and community laboratories. Frequent activities include 
the fabrication and selling of cheap and user-friendly laboratory 
instruments and kits; the extraction of DNA from fruits or buccal 
scrub samples using household ingredients; the genetic modifi-
cation of bacteria or yeasts; the genetic identification of species, 
phenotype distributions, and gene variants; and the growth of 
bacterial and fungi biomaterials and the preparation of ferment-
ed products. These activities are often performed in collaboration 
with science festivals, sci|art events, educational charities, and 
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modern craft fairs. The most advanced DIYbio groups collabo-
rate with synthetic biologists or function as incubators for small 
biotech startups. DIYbio has attracted the attention of influential 
technology magazines as well as the mainstream media.

In the context of DIYbio, numerous scholars have described 
and commented on the use of the term “biohacking” and the 
borrowings of narratives and practices from computer hack-
ing, and provide two main explanations. First, these borrow-
ings reflect a further step in the diffusion of metaphors, models, 
and machines from the computer sciences into the life sciences. 
Second, these borrowings signal a specific crisis in the moral 
process of becoming a life scientist, which is one of the propri-
etary regimes of biotechnology (Delfanti 2013). Furthermore, 
most authors recognize in biohacking a counterpolitics that 
should be welcomed or itself borrowed to transform other fields 
of practice, for instance the field of science mediation and citi-
zen science (Davies et al. 2015; Golinelli and Ruivenkamp 2015; 
Kera 2012, 2014; Landrain et al. 2013; Seifert 2015). I argue that 
the semiotic-material borrowings from computer hacking ac-
tually signals a broader phenomenon than just the expansion of 
metaphorical and methodological analogies between computer 
sciences and life sciences, or the moral ambiguities related to the 
proprietary regimes of biotechnology. This broader phenomenon 
is the experience of becoming or being a life scientist in the so-
ciopolitical context of what is commonly called “Big Biology.”

#PERSONAL POLITICS AND REUSABLE PASTS
By considering the historical context in which the politics of 
personal computers emerged, rather than just the socialities 
or the ethics of computer hacking movements, most biohack-
ing initiatives could instead be called a “personal biology.” The 
politics of freedom, decentralization, and empowerment that 
made the personal and networked computer into a revolu-
tionary spoke-technology (Turner 2006) profoundly mark the 
politics of biohacking. A personal biology is a socio-technical 
vision that results from the implosion of the legacy of the Whole 
Earth Catalog, the spectacle of grassroots American innovation 
(Tocchetti 2012), and “entrepreneurial citizenship” (Irani 2015). 
In this sense, biohacking as a personal biology is a practice es-
tablished by a group of young and/or disenfranchised scientists 
in their uncertain attempt to come up with a technoscience that 
they can live through, and live with.

For instance, in the middle of the 2013 European horse meat 
scandal, Thomas Landrain, a major figure of the DIYbio network, 
posted on the group’s blog what he called a “quick and dirty” 
version of DNA barcoding,3 with an aim to enable everyone to 
determine what was on their plates.

In the experiment described in the blog post, a cheap and 
quick hands-on version of a technique usually used in food labo-
ratories becomes a demonstration of how science, when “put 
in the hands of people,” can enable individuals, including blog 
readers, to know the truth about what is on their plates. The 
convergence of post-financial crisis cuts in government-run 
food testing laboratories (Lawrence 2013a) and the breach in ac-
countability of food supply chains under neoliberal economies 
and their collision with organized crime (Lawrence 2013b) are 

overshadowed by a joyful and empowering demonstration of a 
cheap and dirty genotyping workshop. The political complexity 
and contemporary crisis of institutionalized accountability in 
neoliberal democracies are not easy to blog about, nor is it easy 
to propose an interactive hands-on activity that can give an indi-
vidual the impression of being able in some ways to address this 
crisis herself, even if only by analyzing the industrial lasagna on 
his or her plate. On the contrary, the activity of La Paillasse was 
suited to a blog post, literally giving the impression of putting 
agency back in the individual’s hands.

Similarly, the “networked bacterial incubator” designed by 
Avery Louie, a currently active member behind the resurrection/
revivification of the Boston Open Source Science Laboratory, 
proposes to solve the problem of onerous weekend and late-
night labwork by grad students by developing an incubator con-
trolled via the Internet. On his blog, Louie writes:

This is an incubator re-imagined to be less horrible to 
use…. The problem here is that some poor soul (grad stu-
dent) has to physically go to the incubator, and look at the 
plates and see if they are overgrown. If you think it will 
take 6 hours, and you put the cells in at 6 pm on Friday, 
that means you have to visit at midnight on Saturday 
morning, probably in a deserted building. Being in the 
lab alone is a bad idea. Rinse and repeat. That’s like 
going to the post office every hour or so to check if you 
got mail—it is a silly thing to do. Besides being silly, there 
are better things to do on Friday nights. 4

Avery’s understanding that a technological intervention is 
also a political one is inscribed as a double meaning in his post’s 
title: “The Internet Enables Incubator Progress.” However, as in 
the previous example, a personal hands-on “solution” primes 

FIGURE 1: Industrial lasagna: the public question and the personal answer. 
On one side, a dish of appetizing lasagna is marked with a worrying question 
mark. On the other side, “the answer” is glowing out of an electrophoresis gel 
produced during one of the barcoding experiments carried out at La Paillasse, 
the DIYbio public laboratory based in Paris.

3	 DNA barcoding is a technique enabling the identification of species using their DNA. The term and the technique were proposed in the early years of this 
century by biologist Paul Hebert.

4	 Available at http://tequals0.wordpress.com/2014/03/23/internet-enabled-incubator-progress/.
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ing of the present for the individuals who use them. From the 
very first techno-storytelling to their early embodiment in the 
emergence of synthetic biology and their stabilization in the 
politics of the personal biology of biohackers and members of 
the DIYbio network, the semiotic-material productions of com-
puter hacking seem to favor the politics of personal technologies, 

FIGURE 2. The Internet enables incubator progress.

other accounts of, for instance, collective labor struggles and re-
forms in the life sciences and other professional sectors.

Although brief, these examples illustrate that when under-
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thus reducing the diversity of possible political fabulations about 
what it means to work and live in the era of Big Biology. In this 
sense, semiotic-material productions of computer hacking can 
be understood as a “reusable past,” if not actually worn-out 
semiotic-material productions. A bit like some of our favorite 
worn-out objects, these semiotic-material productions are not 
useless or meaningless; quite the contrary, their use and mean-
ing is so normal and obvious that although we can appreciate the 
efficiency of the interpretations and actions that they enable, we 
become much less sensible to the interpretations and actions that 
these socio-material productions preclude. 

In Bialski’s piece in this issue, we learn how the actions of 
corporate software developers resemble those commonly at-
tributed to “hackers” although the developers themselves claim 
not to be “hackers” (Bialski 2017). Her examples show how the 
semiotic-material productions of hackers seems to transcend 
their linguistic and personal identification to be adopted im-
plicitly despite not being explicitly recognized by the actors 
who adopt them. In the case of biohacking, it is another type 
of implicit identification at work through the borrowing of 
semiotic-material productions. What is implicitly but happily 
adopted are the politics of personal technologies and its specific 
theories and practices of social change through the technologi-
cal empowerment of individuals. In this sense, we should be 
sensitive to the various shapes and forms of “hacking” as well 

as to the conservative continuities of which semiotic-material 
productions are capable. Mine is an invitation to self-claimed 
biohackers (and DIYBio members sensible to this term), as well 
as to scholars who see in these initiatives an example of a truly 
participative science, to question the use of computer hacking 
as a usable past, and engage with forms of hands-on fabulations 
that are not only based on the politics of personal technologies 
but also seek to intertwine biohackers’ personal and collective 
experiences with feminist, race, environmental, and labor poli-
tics. Semantic-material fabulations such as, for instance, those 
by feminist hackers (SSL Nagbot 2016), and pragmatic critiques 
such as those proposed by feminist science scholars (Jen 2015) 
might well be the right tools to start the job. 
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